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Potential recruiting scams 
 

Fraud Awareness 
We have been made aware of unauthorized individuals posing as Infor recruiters, including 
some who have made fraudulent offers of employment.  Please read the guidance below to 
better protect yourself: 

• All Infor job openings are listed on our job posting page: Infor Careers 
• Infor Recruiters will only use their official Infor email addresses.  They do not use free 

web-based email accounts (e.g. Gmail, Yahoo, Hotmail, Outlook.com, Telegram, 
WhatsApp, Facebook Messenger, Signal, Skype) for recruiting. 

• Infor will never ask for money, gifts, or payment for equipment from candidates and 
has not authorized agencies/partners to collect any fees for recruitment.  

• Infor will never request sensitive personal information (e.g. passport/ID cards, bank 
account details) until a job offer is made. 

• Infor recruiters conduct all online video interviews exclusively via Microsoft Teams.  
Infor recruiters do not conduct online interviews through any other platform (e.g. 
Zoom, Skype). 

 

Common Red Flags 
• Job offers without an interview 
• Pressure to act immediately 
• Misspelled domains, poor grammar and spelling, or mismatched branding 
• Payment requests or reimbursement promises for upfront purchases 

 
Should you suspect that you have received fraudulent recruitment-related communication, 
please do not respond or disclose any personal details. Report the account or post to the 
platform and to your local authorities. 
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